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Congratulations!
One lucky winner of $5,000*!

* - To claim $5,000 prize, pay $500 taxes and fees.




Why are older adults vulnerable
to financial abuse and scams?

" [solation and loneliness

= Disability/impairment

" Trusting

" Lack of awareness of their
consumer protection rights




Interesting Facts

e Older adult citizens own more than half of all the financial
assets in the United States.

 Consequently the primary target for fraudulent practices.
(City of Los Angeles study, April 2013.)

e The number of Americans over the age of 65 is expected to
grow 60% by 2025.

* |In Los Angeles County, the senior population is estimated to
double to more than 3 million by 2030.

(County of Los Angeles District Attorney information)




Elder Financial Abuse




What is Elder Financial Abuse?

The mismanagement of money, property, or other
assets belonging to a senior (65 or older.)

The perpetrator is usually a family member, close friend,
or caregiver, which makes the abuse difficult to discover
and hard to accept.

(County of Los Angeles District Attorney)




Why does it happen?

Need or Greed
= Abuser has
financial
problems
" Acts out of greed

Opportunity
" Abusers obtain
elder’s money or
property

Sense of Entitlement
= Abusers believe they “deserve” the money as the future heir
= Abuser believes the elder doesn’t need all their money.




Elder Financial Abuse: Mr. D

L

Real estate fraud
victim, Mr. D.,
moves back into his
once-stolen home.




Elder Financial Abuse: Mr. D

INVESTIGATION LEADS TO JAIL SENTENCE IN SCAM THAT TOOK
HOMES FROM ELDERLY, INFIRM

Aguayo couple convicted on 26 felony counts,
receive three years in jail for real estate scam

Updated Oct. 17, 2011

Jesus and Sofia Aguayo, a husband and wife team who ran a real estate scam, were recently convicted
on 26 felony counts and sentenced to three years in county jail. The Aguayos were convicted on various
charges such as conspiracy to file false tax returns with the Franchise Tax Board and false documents
with various county recorder offices.

The Aguayos targeted senior citizens in a scam in which they gained title to over 100
homes in Southern California. After gaining illegal possession of the homes, the
Aguayos rented out the homes to unsuspecting tenants, profiting thousands of dollars
in rental income each month.

A civil case against the Aguayos is pending. The case was successfully prosecuted by
the Attorney General's Office.

Original release from October 18, 2006

Ayearlong investigation by County of Los Angeles Department of Consumer Affairs (DCA) investigators
resulted in the arrests of a Monterey Park couple this morning by Agents from the California Department
of Justice. The couple is accused of unlawfully taking possession of roughly 100 homes, many of which
are owned by senior citizens. The elderly victims were often ill or living in a nursing facility. Some of the

hamaec wara varant haralica tha namare wara daraacad Tha ciienarte rantad nirt tha nranartice and




Avoiding Elder Financial Abuse
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How to report elder abuse?

v'Call the Los Angeles County Elder
Abuse Hotline at (877) 477-3646.

v File a complaint with DCBA.

* dcba.lacounty.gov
e (800) 593-8222
to report financial abuse.




Telemarketing Fraud




Beware of the "Grandparent” Scam

» Calls late at night
» Claiming to be your grandchild

»Wire them money because
they’ve been involved in accident
or emergency.

»They sound convincing, perhaps
using actual names of other
relatives.




Beware of the International Lottery Scams

»Never agree to wire money to
pay for the taxes.

» Keep your credit card and bank
account numbers to yourself.

»Report fraud to the Federal
Trade Commission. (www.ftc.gov)

WINNERS GUARANTEE CERTIFICATE




Beware of the IRS Phone Scam
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IRS Warns of Pervasive Telephone Scam *Qs

Versién en espafiol

IRS YouTube Video:
Tax Scams: English | Spanish | ASL

IR-2013-84, Oct. 31, 2013

WASHINGTON — The Internal Revenue Service today warned consumers about a sophisticated
phone scam targeting taxpayers, including recent immigrants, throughout the country.

Victims are told they owe money to the IRS and it must be paid promptly through a pre-loaded debit
card or wire transfer. If the victim refuses to cooperate, they are then threatened with arrest,
deportation or suspension of a business or driver’s license. In many cases, the caller becomes
hostile and insulting.

“This scam has hit taxpayers in nearly every state in the country. We want to educate taxpayers so
they can help protect themselves. Rest assured, we do not and will not ask for credit card numbers
over the phone, nor request a pre-paid debit card or wire transfer,” says IRS Acting Commissioner
Danny Werfel. “If someone unexpectedly calls claiming to be from the IRS and threatens police
arrest, deportation or license revocation if you don’t pay immediately, that is a sign that it really isn’t
the IRS calling.” Werfel noted that the first IRS contact with taxpayers on a tax issue is likely to occur
via mail

Other characteristics of this scam include:

« Scammers use fake names and IRS badge numbers. They generally use common names and
surnames to identify themselves.

« Scammers may be able to recite the last four digits of a victim’s Social Security Number.

* Scammers spoof the IRS toll-free number on caller ID to make it appear that it's the IRS calling.

+ Scammers sometimes send bogus IRS emails to some victims to support their bogus calls.

+ Virtima hear hackarniind nnice nf nther ralle heina candiirted tn mimic a call <ite



Beware of the One-Ring Scam

The area codes include:
> Antigua (268) The searn

Your cell phone rings once. You don't recognize the incoming phone number. But if someone called
you, it must be important, right? You return the call. When your phone bill arrives later, you see an

> British Virgin Islands (284) et e ersormere

The truth

> D O m i n i Ca n Re p u b I i C (809 ) A computer program from outside the United States, usually from a Caribbean country, dials

American customers and lets the phone ring once before hanging up. If you call back, you are
usually connected to a premium chat service such as a phone sex line. You are then stuck with a $20
international calling fee, plus an expensive charge for each minute spent connected to the service.

; G re n a d a (4 7 3 ) DO NOT RETURN CALLS from an unfamiliar foreign phone number. This scam has been around for

many years but is booming in recent weeks.
»Jamaica (876)




New Medicare Cards Without SSN

»Replacement card by April 2019.

»No longer shows your Social Security
number.

»Instead, your card will have a new
Medicare Beneficiary ldentifier (MBI)
that will be used for billing, eligibility,
and claim status.




New Medicare Card Scams

Is Medicare calling?
> Medicare will not call to confirm payment information

> Never provide account information over the phone

Do not pay for a new Medicare card
oNew Medicare cards will be provided automatically at no charge
oAnyone trying to collect payment for a new Medicare card is lying

Don’t pay the fee

o Benefits will not be changed due to the new Medicare card, do not pay a
“fee” even if you are being threatened for not paying a “fee”




Reduce Unwanted Calls

Register with the Do Not Call Registry:
www.donotcall.gov
(888) 382-1222

Stops™* telemarketers from calling you

(Exempts charities, political organizations,

business you have a previous
relationship)

Enforced by Federal Trade Commission

) % FEDERAL TRADE COMMISSION

¥ PROTECTING AMERICA’S CONSUMERS

rrrrrrrrr formation | Privacy & Security | Home

National Do Not Call Registry e —

Lo L

Submit a Complaint Verify a Registration Register a Phone Number

What You Should Know About the National Do Not Call Registry

The National Do NtCIIRg tryg ou a about whether to tlmaktg alls at home. Mo: ttlmakt should not
call your r\umber onc th regi try f 31 days. If they d y n file a complaint at this Website. You reg|ster your
home or mobile phone for free.

You may file a complaint if you received an unwanted call after your number was on the National Registry for 31
days.

Scammers have be
PP rtunity to sign
espond to thes

en making phone calls Imngt p ent the National Do Not Call Registry. The calls claim to pro d
pf r the Regis try Thes t omlgfrmth Registry or the Feder: IT ade Commission, dy should
calls.

Attention sellers and telemarketers: Go to https://telemarketing.donotcall.gov to access the National Do Not Call Registry.




Tips to Avoid Scams

v'Don’t have to make a decision immediately

v'Be leery of anyone that asks for personal information
over the phone




Preventing ID Theft Online

Practice Safety Online

I

= Use strong passwords

= Use anti-virus software

" Don’t download risky software
= Pay with one credit card only

= Use secure websites: https://
= Be |leery of wi-fi hotspots




Preventing ID Theft Online

Don’t use these common passwords

A notable date, such as a wedding anniversary

1.
2.

A family member’s birthday

Your child’s name

3.
4. A family member’s name

Your birthplace

5.

A favorite holiday

6.
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7.
8.

Pet’s name
123456

9.

Source: time.com

10. The word “Password”




Beware of email “phishing”

From: admin@reply8647.user.ebaybid.com

> Th i n k befo re yo u CI ic ( :::te: Wednesdav;mllr 2006 7:50 AM N 1. Questionable Sender’s Address )

Subject: RE: Alert Message 99820565515184

J .
» Don’t respond D R e e .

m more.

Hurry! Message for . w@hotmail.com. Update Now!

» Call company directly e g com

We are contacting you to remind you that on 10 OCT 2006 we identified some unusual activity in
yoy - amin bassimelBenddrese” 201.8.43.167 ( IP address located in China ) . We

§> hay p h your account has been reported as lost or stolen
Re p O rt p ro b I e I I I S ang 3. Non-US Dating Format hat there were additional problems with your card.

According to our site policy you will have to confirm that you are the real owner of the eBay

I I I | I I I e d I a te Iy account by completing the following form or else your account will be marked as fraudulent . and

will remain open for investigation. You will pay for the fees wich will result from th;ﬁnancial
transactions between eBay and FIT ( Fraud Investigation
4. Threat! )

> S a m u Ce OV https://signin.ebay com/ws/eBayISAPI dlI?
° Signin&co_partnerld=2&pUserld=&siteid=0&pageType=&pal=&i1=&bshowgif=&UsingSSL=yes

eBay's Privacy Policy and Law&sgforcement Disclosure: We care deeply about the privacy of the
eBay community and will pr h law

t
enforcement to prevent crimiy - 5. Link & URL in Status Bar Doesn’t Match e visit
eBay's Privacy Central for m

http: /fuser47id.com/...] =




Beware of Computer Repair Scams

Be leery of anyone who asks
for remote access to your
computer.




Preventing ID Theft at Home

Practice Safe Mail
v'"Remove your mail often
v'Lock your mailbox
v'Pay bills online




Stop Credit Card Offers

> (888) 567-8688

» OptOutPrescreen.com

» Reduces pre-approved
offers

OptOutPrescreen.com

OPTOUTPRESCREEN.COM FREQUENTLY ASKED QUESTIONS CONTACTUS = ABOUTUS

OptOutPrescreen.com is the official
Consumer Credit Reporting Industry
website to accept and process requests
from consumers to Opt-In or Opt-Out of
firm offers of credit or insurance.

EQUIFAX 2 . Experian

.
A world of insight

Equifax, Experian, Innovis, and TransUnion, (collectively the
"Consumer Credit Reporting Companies”), encourage you to
make an informed decision about receiving firm
(preapproved / prescreened) offers of credit or insurance.
There are several benefits of receiving firm offers.

 Consumers are provided with product choices

 Consumers learn about and have an opportunity to
take advantage of offers that may not be available to
the general public

» Firm offers help consumers to "comparison shop”,
which may increase a consumer’s buying power.

For more information on the benefits of receiving firm offers,
click on the link below to view a PDF version of the report to
Congrass from the Federal Reserve on Unsolicited Offers of
Credit and Insurance. See pages 32-40, "Benefits of Receiving
Written Offers of Credit or Insurance”

Benefits of Receiving Written Offers of Credit or Insurance

‘What are the benefits of receiving firm offers? 1

Y0 Elections: Sramp 1 mJ

36 Elactronic Stomp Ui

What is the purpose of this website?

Under the Fair Credit Reporting Act (FCRA), the Consumer Credit Reporting
Companies are permitted to include your name on lists used by creditors or
insurers to make firm offers of credit or insurance that are not initiated by
you ("Firm Offers"). The FCRA also provides you the right to "Opt-Out”,
wihich prevents Consumer Credit Reporting Companies from providing your
credit file information for Firm Offers.

Through this website, you may request to:

» Opt-Out from receiving Firm Offers for Five Years - (electronically
through this website).

 Opt-Out from receiving Firm Offers ly - (mail
Opt-Out Election form available through this website).
« Opt-In and be eligible to receive Firm Offers. This option is for
who have previously d an Opt-Out request -
(electronically through this website).

1f you choose to Opt-Out, you will no longer be included in firm offer lists
provided by these four credit reporting i 1f you are
not receiving firm offers because you have previously completed a request to
Opt-Out, you can request to Opt-In. In doing so, you will soon be among the
many consumers who can significantly benefit from having ready access to
product information on credit and insurance products that may not be
available to the general public.




Preventing ID Theft at Home

Be Shredder Happy!

»Shred documents that
have personal
information

» Use a crosscut shredder




Preventing ID Theft Away from Home

Travel Light!

= Carry only what you need

= Keep a copy of your wallet’s
contents

= Report problems immediately




Preventing ID Theft - Recap

Safeguard Your
Information

= Your home, car, office

= Strangers

" People you know

= Relatives

= Be smart on your
smartphone




Preventing ID Theft — Credit Reports

AnnualCredit Report.com

The only source for your free credit reports. Authorized by Federal law.

ev I e W yo u C e I e p O m All about credit reports  Request yours now! ~ What to look for  Protect your identity ~ Frequently asked questions ~ Contact us

You've found your dream

" Free copy from each agency each year [t

reports ready?

People with good credit should check their credit reports too.

" Free copies anytime if victim of ID

Learn what to look for
I h e I l PAUSE 11 SPOT IDENTITY THEFT GOOD CREDIT DON'T BE FOOLED MORE THAN A SCORE NOT LIKE THE OTHERS
YYour credit reports matter. FREE Credit Reports. Federal law allows you to: BROUGHT TO YOU BY
[ ) () (]

. + Credit reports may affect your mortgage rates, credit « Getafree copy of your credit report every 12 months from

' l r ' l r | card approvals, apartment requests, or even your each credit reporting company. ° 5

a e S u re I O r a I O I S a C C u ra e ob applcatin Experlan

« Ensure thatthe information on all of your credit reports is

« Reviewing credit reports helps you catch signs of correct and up to date.
identity theft early.

" (877) 322-8228

EQuIFax

" AnnualCreditReport.com

Aboutthis site | Privacy | Securily | Terms of use this website is secured with the highest
Copyright © 2016 Central Source, LLC level of SSL Certificate encryption.




Resolving ID Theft

If you are a victim:

Put a “fraud alert”

on your credit report

Close the problem File an “Identity
accounts Theft” incident report
e “Red-flag” your accounts e File a police report
e Follow-up with a letter e Keep a copy for your
records

e Equifax.com
(800) 685-1111

e Experian.com
(888) 397-3742

e TransUnion.com
(800) 680-7289




Freeze Your Credit Report

= Best protection if you won’t need credit soon T

= Can remove temporarily, permanently S mn;?@

= Stops access to your credit history = ——— =

" Free for those 65 years
or older

= 510 for people younger
than 65

" Free, if a victim of ID theft —— [ —




Our Mission

LOS ANGELES COUNTY
@ CONSUMER &
BUSINESS AFFAIRS

“To promote a fair and vibrant marketplace, we serve consumers, businesses,

and communities through education, advocacy, and complaint resolution.”

Serving Los Angeles County consumers and businesses since 1976




What We Offer

_ . One-on-one
Free Services Experienced staff :
assistance

Strong working
relationships with Complaint Resolution Open to all Los Angeles
other government and Services County Residents
non-profit agencies




Our Services

Consumer Counseling Minimum Wage Enforcement
Small Claims Advisors Center for Financial
Empowerment
Mediation Office of Small Business
Foreclosure Prevention Office of Immigrant Affairs

Complaint Investigations




Counseling and Information

JInterview consumers and assess complaint

) Identify applicable laws, resources

) Counsel consumers on rights, responsibilities
) Review “Best Options” with consumers

. Refer consumers to right agency if appropriate

. Take consumer complaint for mediation or
investigation




Complaint Investigation

J Investigate allegations of
fraudulent acts

JWhen necessary, work with
law enforcement and
prosecuting agencies

1 Assist consumers in getting
their money back




REACH US
ONLINE

Website

Latest News Increase Your Cyber Security During Holiday Shopping

dcba.lacounty.gov

1.800.593.8222

Get informed, ask a question,
request a mediation or file a
complaint

Social Media

Facebook: /LACountyDCBA,
/LAC4AImmigrants

Twitter: @LACountyDCBA,
@LACoConsumidor,
@LACoSmallBiz, @LACountyCFE,
@LAC4Immigrants

Instagram: @LACountyDCBA

YouTube




CONTACT US

IN PERSON

By Phone

Consumer Services

(800) 593-8222

Headquarters
500 W. Temple St. B-96

Los Angeles, CA 90012 Small Business Services

Branch Offices throughout the County, full list (323) 881-3964

on our website: dcba.lacounty.gov

b A

M

No appointment needed Multilingual Staff Available




Thank You!
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(800) 593-8222



